
Security
Your church environment. Secured.

Security and privacy are important to your church. That’s why it’s 

important to us. Realm is built from the ground up with industry-standard 

security protocols put in place so your data is never left out in the open.

Churches need the flexibility and 
oversight to allow only certain 
staff members or other leaders 
to view church data.  

Not all churches have the IT 
budget needed for in-house 
security of their church database.

Congregations value the privacy 
of their personal data and other 
information. 

In this day and age, your 
congregation has a right to be 
wary of how their personal 
information is accessed by staff 
or other leaders. Realm was built 
with the flexibility to provide staff 
with different levels of access 
based on their responsibilities in 
the church. You can easily assign 
roles to staff or lay leaders and 
only provide them the access 
they need without compromising 
confidential information.

In-house server and database 
management can be a costly 
solution for any church. However, 
since Realm is completely web-
based, we manage and host all 
your data in the cloud. Anyone 
who accesses Realm does so 
through HTTPS SSL encrypted 
connections keeping your data is 
as secure as possible.  

You don’t want to share your 
information with just anyone; your 
congregation is no different. That’s 
why Realm allows your congregation 
the freedom to customize exactly 
what shows to other non-staff in 
your church. They can give anyone 
in the church, just group and serving 
team leaders, or only those on your 
church staff rights to see their profile 
information. They can even further 
customize their privacy settings for 
specific information, such as providing 
their cell phone number to all but not 
their home address.

Realm Security Advantages:

• Regardless if it’s a pastor, a 
staff member, or a congregant, 
everyone associated with your 
church will always access Realm 
through secure, HTTPS SSL 
encrypted connections.

• Realm is 100% web-based; there’s 
no need for on-premise servers 
or workstations that constantly 
need to be managed or updated. 
All Realm data is securely 
placed on our state-of-the-art 
servers, and all updates are done 
automatically.

• Providing a secure way to give 
should be a priority for any 
church. That’s why every online 
transaction is processed with 
a PCI Level 1-compliance and 
backed by the latest industry 
standards.

Key Features:

• All data - profile, financial 
information, or otherwise - are 
behind a password-protected 
firewall.

• Customize user permissions, 
such as giving access to add new 
records but limiting who can view 
contributions. 

• Every congregant has custom 
privacy settings and can 
select how and if their contact 
information is displayed in Realm.

Problem to Solve: Realm eGiving Solution:

Secure your church data so you can focus on doing ministry with Realm Security.

Learn more about Realm Security

at acstechnologies.com/realm/tools/security/ . 
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